**Formulaire de notification des vulnérabilités (sites web du CCB)**

Vous devez adresser exclusivement les informations découvertes à l’adresse de courriel suivante :

**vulnerabilityreport@cert.be**

Dans la mesure du possible, nous vous invitons à utiliser les moyens de communication sécurisés suivants :

**PGP Key ID: 1668FD92 Key**

**Type: RSA-4096 Key**

**Fingerprint: A7B9 E8AA F0AA AF13 C13D 3524 3FBC 9FC1 1668 FD92**

Vous pouvez également contacter le service ou la personne responsable de la politique au(x) numéro(s) de téléphone(s) suivant(s) :

**+32 (0)2 501 05 60 (Centre pour la Cybersécurité Belgique – service CERT.be)**

**Les informations à transmettre**

Dès que possible après la découverte, adressez-nous les informations sur vos découvertes.

Fournissez suffisamment d'informations pour nous permettre de reproduire le problème et de le résoudre le plus rapidement possible.

Nous vous demandons de nous fournir (en français, en néerlandais, en allemand ou en anglais), au moins les informations pertinentes suivantes :

|  |  |
| --- | --- |
| Nom :Prénom :Numéro de carte d’identité : |  |
| Adresse de courriel :Numéro de téléphone : Adresse : |  |
| Description de la vulnérabilité : |  |
| Type de vulnérabilité : |  |
| Détails de la configuration : |  |
| Système d’exploitation : |  |
| Opérations effectuées (logs) : |  |
| Outils utilisés : |  |
| Dates et heures des tests : |  |
| Adresse IP ou de l’URL du système affecté : |  |
| Toute autre information pertinente : |  |
| Annexes (captures d’écran). |  |